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Supporters

Project supporters lend their resources and expertise to support the goals of the project.

HADESS
KLAVAN
Precize

AWS

Snyk

Astra Security
AWARE7 GmbH
iFood

Kainos

Aigos

Cloud Security Podcast
Trellix

Coalfire
HackerOne
IBM

Bearer

Bit79
Stackarmor
Cohere

Quiq

Lakera
Credal.ai
Palosade
Prompt Security
NuBinary
Balbix

SAFE Security
BeDisruptive
Preamble
Nexus

genai.owasp.org

PromptArmor
Exabeam
Modus Create
[ronCore Labs
Cloudsec.ai
Layerup
Mend.io
Giskard

BBVA

RHITE
Praetorian
Cobalt
Nightfall Al
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