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2. LLM &t JavaScript 2% Markdown 3R [EI4AERE - BRI Ea3AREZ B 5|3 XSS W
£,

3.K¥ LLM ELER SQL EFETEE S ]MILEEIE » B2 SQL Injection o

4. M LLM B R4 SHEZRERIETIABEERE » FIAES | BERRISIBRE (Path Traversal) i@ o

5.#% LLM B BN EFE R AR IEFEBKAR (escape) > RIREERABEREIEA (Phishing)
2 o

FaRn SRR AR ERER
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1. iERE A —ARERE » SRR Z(E1E (Zero-Trust) R AEE R o] fE 3 1T ik R B AV IEFE
BABRE o

2. %1E OWASP ASVS (RN L2 EaREE) havis5| » MAEBMAIEARERRE -

3. HOIELAERER LLM B EITHRES » ¥ % JavaScript 3 Markdown EARZIEFZTNHE
11T - OWASP ASVS AN E HARISIES] ©

4, 1R4% LLM B H(ER SRR T RFIBE L AR (HI%0 : HTML St ERA HTML 4805 ~
SQL &I SQL #87E) ©

5.8FESR LLM BIHNENEREFER2CETHRTBLEFEFNESD (prepared
statements)

6. B EEHIARZREER (CSP) UK LLM EE AR 5|25 XSS WER R o

7. B ACEEMGCHREEITER - G0 LLM HHPNASEITAER » KEZIRBENE
gg o

W BRI

1518 #1

—EEREER LLM IEFRINAERE LI R 2 AMICIFE » 2B RN IRE 2 B EIRINAE (M
S—EESHEMN LLM A o BE—RAERN LLM ERETESHHES T > BiSgREERS
IEHEFEINAE » BBURTTINAEM BRI LA THEE o

TBIR #2

ERENAMELFEETA (B LLMEE) EXEBERE - M E SR TEA (Prompt
Injection) » 57~ LLM #EEVAEUAELEAE HEFRIBRASR - BRRZ M HERESEE » LLM
RIS RS ERMEE E B EEH R FEARES -

TBIR #3
LLM FHEREURZEATNEERFENEESH - —AERAEEKRBRFAEERR - & LLM
EENEARCRRERIRNT > REZFREERREMIER

1BiR #4

—EREREARENER LLM REAEXFRTHIELEAS » AIRKEMELERE - WBER
IRTFEO R HIIRT o fF LLM [EIERF1ER JavaScript H > EMES =L 2IES 5|2
XSS o INE 2HMNEHR TR RS -

1515 #5

LLM AR ATHEHEESHEEFHBHER KEBERZ LM EHEARATTNIAERER
JavaScript - ZEEARENRERFE LLM Sl > B EBHASSEEFEHA B IRMAIAES
ZI| XSS HE o

1B15 #6

—RIERBEAEMER LLM BB S MARELERE » LUESRENE - AMILRTREER
BEHREN « BuUAL2NEREES > 35| A SQL Injection BRI © LLM 7RaJ5E4]
28 (hallucinate) R EENEBEMN > FHEETHERER - BENEXBETHEGES
M IEZERE - RIREEIEARESEERRRE o
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1. Proof Pudding (CVE-2019-20634) AVID (" moohax”™ & ~monoxgas")

2. Arbitrary Code Execution : Snyk Security Blog

3.ChatGPT Plugin Exploit Explained: From Prompt Injection to Accessing Private
Data : Embrace The Red

4.New prompt injection attack on ChatGPT web version. Markdown images can steal your
chat data. : System Weakness

5.Don’ tblindly trust LLM responses. Threats to chatbots : Embrace The Red

6. Threat Modeling LLM Applications : Al Village

7.OWASP ASVS - 5 Validation, Sanitization and Encoding : OWASP AASVS

8. Al hallucinates software packages and devs download them - even if potentially poisoned
with malware Theregister
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LLM06:2025 iBECIRIZHE

st

BE IR (Excessive Agency) 35RIETE LLM (KEUEES#EY, Large Language Model) F&
BREXT » LLM E#EFT—ERENTTEIAE S (Agency) @ RIFEBIEFTINAE (Extensions » tA]
AEfBA TR ~ Skills 8¢ Plugins) RO R EAE EAE I R4 714 > DUBIFEIR R ERENEN(E o AT »
= LM THRIEAL (Agent) BIBERINGE « #IREEM > ErRIAEERRZIN « iR EH
WGV ET » PITHRIEMEITS -

wR5IEIEENBIREE

" HARRIWEER NI MERENER B LI (hallucination) /12 i&
(confabulation) RZA

REBEERE FHRCEARTATEREZERINE » & (E2RIEB/HBIERAF) &
AEHNEIBERIEFREENEZE/RBE Prompt Injection IRE o

BERIEREHAE (Excessive Agency) WIRARRBEBUTEPZ — 2 .
* INHEIBZ (Excessive Functionality)
- #EFR3B K (Excessive Permissions)
- BE 43858 (Excessive Autonomy)

BERIERRE (Excessive Agency) FIRETEMEZE M ~ TEM ~ s AMES FEAELIZEZNE
FE , HRERERGRAN LLM ERRER A ZEIRMNAFEE -

AR IBENERRE (Excessive Agency) EIR L 2R EH EREIE (Insecure Output Handling)

FARAZEER BERINEH LLMBHMRZRENELE > MAENRIERE (Excessive
Agency) BIEER LLM IR FRVEREMIT AL EBRE -

wREES

1. Ih8EIBZ (Excessive Functionality)

LLM AR FERERINBEF S E RV EMIRIE o flM0 | AEBRARFEE LLM B:BEX
HEIIHAE - 4B RFFEERRSE = 1B IR R BB E B BR S BYBE

2. IhAEiA% (Excessive Functionality)
ERSMEER B RMIET IR EAR BRI  BRE LN ERRERAEEERSE » BEMIMMD
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BI#% LLM fLIE7ZEY o

3. IhAEi@Z (Excessive Functionality)
LLM SMEMIOREB RN » RBBWATS SRR » ERATRITAVERIES © flM | —@R
EARBITHE shel IELHIBETINERERIRS > RATHENG S > RMAFHITER

shell $§% -

4, #PRiBKX (Excessive Permissions)
LLM BRINGEH TR ARBEEBHOIENER o It : —ER4{E5 SELECT #REHEN
AIHEFTINAE > AN¥FAE UPDATE ~ INSERT ~ DELETE #PR o

5. #EPRB X (Excessive Permissions)
TR ERERE LT SOEEMN LLM IERINEE » AMEAAE S ENIRSEEIR TRAMA ©
BN © —(E R EEEUSE RS XHFIHETT A » AMER S ERSEUZEFR A R E RIS o

6. B 14iB53% (Excessive Autonomy)
LLM FERREX BRI E S BRI ENITRIR Z B R8s A& %A © B © aTRIpRGE
FAE X HHIERIAEE I TRIBRAI R ER A E D o

TARh ELE AR SRBE

THFEERI B EBE R (Excessive Agency) -

1. BV HRFEINEE
PR LLM IR A AP AUAYHRTEINEE » (EREBLEINEE - HIUN | EAFERRE URL RERIINEE -
AR 2B TTINAE S LLM (/8 o

2. FRREHRFE I RERI D RESE ]
FREEFTNAE R BIERIISEERIELA - BHIRR > ANEEZEFBHARHIERINEERE
EIERF 0 RIRZE S MRS EIEEAFBITNEE

3. B FMTUHRFEINEE

BEBRERRKIEE (MMITEE shell $5< ~ EFHME URL) - A E ARG LPREIHEE
HLERIEFTINEE - FIMN | ERBRAEBTAESE > TREER BAERE) WEERRARERH
17 shell {5 L HUHRFTINEE o

4. #ER&/IME

¥ LLM B e il FROREIR AR/ IME » MR BEHITAETANER - A0 | —EERERE
RHER MR LLM I > BREAENERBERNER » FZEFIREHMER K > TEE
HIE ~ 1E0K ~ MUBRECERAIRERR o

5. 2 fERE L TXTHIT

FEMRIREE TIRREPUHEBEEERE L TXE &/ I EERNIT - g0 | —ErBEER
ERNBENRRIAERERZEREZER OAuth 5258 » BIEM FAABNE/)\EEF
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6. EREAEZLE

HEREIRIERAAEE%Z (human-in-the-loop) R\ » REMETHITAIEITIZE © AI7E
LLM SMBR AL EF > 3TE LLM IRFTENBER B BIF - MAEAE BRI LLM BARED > &
EREXENERT R ERERESD

7. REI&® (Complete Mediation)
TETHAGHEEREEE > MIERE LLM HETFIRERTWAN - BR I=BKE R
BRFIAEBERIIAEE TR FRNEREBIESEAZ 2 RIS o

8. B{b LLM & A Bligh
BREPERIESHNREETS » WEFH OWASP ASVS HRYE:S » 1528 AR EE D o 156
A2 RERA SAST ~ DAST ~ IAST TEMNRZ 2 M o

B L TERG B E M (Excessive Agency) » {BRIBEEHERNESE ¢

« SCERILERIE LLM B TR IAE R NI R MBYVES) - LRI N EHREIL K R ¥ o
- BHERRRE (rate-limiting) » R ERERAETANRY » REEABETH/ILAEL
BEREZHIHS -

W BRI

—{& LLM B A B IEEAEREBIETIAEFIRERENIBEHEHE » UWREMBHRS - AE
LEIHAE > EFTIHAE T EBENERHFAVAE ST © A » FERYIMIEIRF R FE S L EDFAITHAE o tEFER
12X FEEEE Prompt Injection & » WEE BIE BB OKTHEH - £ LLM IERRIEAR
HEREEANSRENLETANES o

BRUICERNTS AR

HERBEINEE | ERERFHIAEITIIERIIRTTINEE
< HERBEER : B8 OAuth LIMEESEE 528 (£ B R ERHARTS o
CHERMBEBEM | 7 LM BRIEEREREFHEZRLXBANMIE -

S > DEHTEEENAHEERS > MR REEHRBNERABBENRE o
SEES

1. Slack Al data exfil from private channels : PromptArmor

2. Rogue Agents: Stop Al From Misusing Your APIs : Twilio

3. Embrace the Red: Confused Deputy Problem : Embrace The Red
4. NeMo-Guardrails: Interface guidelines : NVIDIA Github

6. Simon Willison: Dual LLM Pattern : Simon Willison
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https://promptarmor.substack.com/p/slack-ai-data-exfiltration-from-private
https://www.twilio.com/en-us/blog/rogue-ai-agents-secure-your-apis
https://embracethered.com/blog/posts/2023/chatgpt-cross-plugin-request-forgery-and-prompt-injection./
https://github.com/NVIDIA/NeMo-Guardrails/blob/main/docs/security/guidelines.md
https://simonwillison.net/2023/Apr/25/dual-llm-pattern/

LLMO07:2025 R &fieRiE

st

AR RR (System Prompt Leakage) @45 LLM (REESEE) NAGIRTIIESH > &
FAEBINAHROBRER > ERZEAIERBEIRRLENBRER - RFRTARSIE
RENEY > UNSEARINEX | BETEESWE » —BWHR > BEEMAIEBEK
BEEBHHEMBE -

FIEMIIRE > AR TEEAEANE » W NREARRIEETFE - At » RETEEN
BRFREWRENTEERBEARRIRTS

EfM > ERFRTHEIAEEERMEL - NENER (NERF HIEE) - #HARRILE
SAFrIERERE - EEENZZRARERERAEI BN LR ERERERESRT
44 LLM > Wi SURNE R TE N A AL E o

B=2 | ARRTASNRRLIFEENZZREREAT > EENRBREREERER ' IBRE
SURER ~ BRIBRAR - TENREDMS - IMERRTRAARKIEE » REEZRRAKEE
FEASWHRER - AT A R RTPFEBFFZ MR ARIURS] o

B REREN

1. BURKTHAERRYE

EARIANARR AR BEABRTHEZENSUREMHINEE > MARFZE « APl Key ~ B
EEIR5E ~ EA#E Token - REBEMSELEENE » AIREKREFIERER - it > —ER
IR E SRR ERENEN - ERBEEREHZEREETT SQL Injection IRE -

2. PERFRARRNE

AR TISERZARBEHNANEATME - fRBESURREAREANERFRE » THAHSS

ROGEBIEHINS o g > —ERITRAREINIREBSARKRTRRE !
MEAESHR5 LIR% 5000 &7t > 4EREEE 2 10000 £7T © |

WREFHAIILENESGEEEERS > YITHEBMRENZZ B BEEREENTA °
3. BiRIRFRE

AR TAREEERER B RIIEEBRAS - A0 :
FEEREEREHEMABREN > F—R0E | NER - HEEBIILGERY <
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4. EIREEREABINE
AR A EE R AR AN A BEIBIEIRZR o fI1 :
FAdmin EREAGRRENRERAECHNTREZIER ©

RBELFNILEAGEERDENS I - AIEERTRIEAKRE -

TARh ELE AR SRBE

1. R ER R R AR
BRETRARIBETHEZRASREN (W0 APl Key ~ BEE S8 - BRIERLTE - SREAG K
FRREIVERGEE) o ERILEREMIMNDE - RENBEREEZIEREFIHRRT -

2. BRERBRRRTETERRITHIEE

i LLM B5 3% E Prompt Injection FMBEE » ZRABMBRARETFAIEFIRETS
MEZAT o R LLM SMBREMRITAMNZ 2] TEEQA%E I“_iL fIgn > EAIERIEEERENIE
FETESMB R MR TTRY ©

3. BreSMERRE &R (Guardrails)
£ LLM RS IMEILFHEER S o AR EBHIRRE TR RR AR TARMELZ S - BIIERE
REUKREN - BIBURFRERY G > BEENTSTREY > HEMBARRTIEERSE

4, E’Eﬁﬁi#’"é?ﬁ_:_ﬁ’* LLM

FRNZ2EE (N EDEE - RERGEDT) FERXH LLM AR TER o hIEEENA
T‘T%ﬁif?ﬁﬁﬁmﬂ’m-wiﬂﬁ » [ LLM BRIERE S ILER - BEREBERITAREEREZEE
1% EERZERELS R TR/ DERR o

WEFIREEH

1BIR #1
LLM NRFERTHESAREFREIANEE - ZR2RRTERE » RBEIMNAELERE
HITHMERIRE

1BI8 #2
LLM E’J%ﬁﬁhz‘?qﬂ*"‘téilﬂlaéﬁmﬁ SMEREAEEARE NI T - WBELEUSZARIET
ZEFEB Prompt Injection INB4EIAE LIRS » RAMENZRIGIZTUIEHITIE

a% n\ﬂ

1. SYSTEM PROMPT LEAK : Pliny the prompter

2. Prompt Leak : Prompt Security

3. chatgpt_system_prompt : LouisShark

4. leaked-system-prompts . Jujumilk3

5. OpenAl Advanced Voice Mode System Prompt . Green_Terminals
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https://x.com/elder_plinius/status/1801393358964994062
https://www.prompt.security/vulnerabilities/prompt-leak
https://github.com/LouisShark/chatgpt_system_prompt
https://github.com/jujumilk3/leaked-system-prompts
https://x.com/Green_terminals/status/1839141326329360579

IERAESREL D 48 %

A2EIE  BISARMEREENE - ERRREERHMKERHNTEENAFFIREE o

+ AML.T0051.000 - LLM Prompt Injection: Direct (Meta Prompt Extraction) MITRE ATLAS

genai.owasp.org
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https://atlas.mitre.org/techniques/AML.T0051.000

LLMO08:2025 =ik A 5524

st

M £ Bk A G525 (Vectors and Embeddings Weaknesses) 7E {8 RAG (=838 4 pY) 12 HC
LLM (KB BERE)NAKRP >  JEHFREENLZEZRARE - EME (vectors) Bk A
(embeddings) V4R ~ BEHEEA XN FESMR » BR1ITAE (BRER) AIMMUFIA »
AABEAR -~ BEEEREH S EBSERIE o

RAG B—7&:& LLM A5 SMBAHEZRIR » LURA H ORI BRI AEE NSRRI R RERE
i > BEEBRERFIRRARER o (BFEE 41)

wBREREG

1. RIFHEFNREERR

EFREN AR HAHEE - RARBRHHREMNAISEERIRCRENER - FEERE > &
BErfeRRES - FAENRHMBERAR - EEERBEPERATEFEREIR
BTERMERBRNER > IFrIFES A RMEE -

2. BB L TFXE MM E R R FR RN R & e

2 (multi-tenant) IBIEH » FREEHEENEARILEFR—EEEEEE > AL
E TSR (context leakage)  thATAEHIRE KIEFE (federation) A& RS » ERES
ERFENEEEE S ER > EEMERHNERES o I > & LLM E5E L RAG IU3TERIE
EHEAE R REERS > SIS ILIERIE o (BEELE #2)

3. IRAREINE
WEETHFESRTE (invert) Br A » ERFRBEN » BEFEBEREE M o (BEEL 43,
#4)

4. BrHe S WE

BEREE QOFERER) IEBRFEHNANTEREL (SEEE #5, #6, 47) - S
B IEEsREAERA R ~ 1271 (prompts) ~ FIIAERIE AR - SRBREINERMILEE > &M
REE R RER - BEXREERIEIFE o

5. {TAEE

RAG #SEIRFHERMETIEMEIEEL E T XRAIGE - (Er]sEEERPERE Hithis 1t - fIan
BRENBRESHEROATERE  ERERTERABR THRATRE - (BF15R43)
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FARn SRR AR TR R

1. REPREATFEVER]
HmEAMARFEREANFIIEGIEEREE - BREINEENEDHERETRIRNE
BATNDE » MILEREERE NEHERREFIURIENER -

2. BF EaRR AR IRER
HREACREZ I AR EREENE  EREE NSRBI TR - DURRIRRRIS S ER
85 o (EERREENE - BEEKRINER -

3. MR RN HEE
ERARFFENER SR > (FESELHARETNEETRCE SR - LUEHIFIER
B IEE BRI EC RIS A RYSEER ©

4, BB A sEEoER
MEESF B A S ERRRBUEBI B 0 REHERIEEI R A TR

W FIREEG

18 41 : BEEE
W EERERRABEIE (MEEEXTEREGHRST)  NEA (RREANESL
RBILIREA L - B2/ RAG TN S FRENAMBEHERE - SIEEAXTE - DR
BRRAEES - LM SIERIES - RERARORE A T—RE -

AERRIETE
PRAREZBEERILRARBA BRI TR » WIEFXHINA RAG HI#ERTSTEEE

1BiR #2 | FEUEHSEEAR
E—EZEPIREF > FREBFPFHELAR—EREEHE - EREHEZNERIEE > AR
AERVER A FJBETE B BHEMESHPROE - ERERBHEERING -

ARREIETE
ERAGREREREFERESINEEERE » BERASERENFHEEEFIEESESN -

&35 #3 | BERERITAE
RAG & » B2 ERVACIEREIFEAN LD TBRUAE o R
IERHFNS2EREI AR » B EER? |
BARIO)%
R THREBSEENERIEK c JUEBBRASEENZERE o
K RAG 18 » 8RR -
MIEZBREEZE > BEFERER - ZEHVANENTEEL R FLEESHNEEER ° |
BEIEIZEE IR > AMRZFEIEL - FRAEINE BRI -

ARPEFENE
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BRHE RAG IERERTANRE » WELBRARIE®RBE - UEREBOSFEERE (82
4L #8) o

1. Augmenting a Large Language Model with Retrieval-Augmented Generation and Fine-tuning

2. Astute RAG: Overcoming Imperfect Retrieval Augmentation and Knowledge Conflicts for
Large Language Models

3. Information Leakage in Embedding Models

4. Sentence Embedding Leaks More Information than You Expect: Generative Embedding
Inversion Attack to Recover the Whole Sentence

5. New ConfusedPilot Attack Targets Al Systems with Data Poisoning

6. Confused Deputy Risks in RAG-based LLMs

7. How RAG Poisoning Made Llama3 Racist!

8. What is the RAG Triad?
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